Supplement One: Software Manual 
This document provides instructions on how to start and run the NCBI-Hackathon-20160122-Network-SNPs instance in AWS using a Mac computer.

1. Visit aws.amazon.com

[image: ]

2. Click the “Sign in to the Console” [image: ]button to login. If you don’t have an account already, register for one and then login to your account.

[image: ]
3. Once you are in, click the “EC2” icon [image: ] [image: ]

4. Once you are in the EC2 dashboard, choose “US East (N. Virginia)” [image: ]as your region.

[image: ]
5. Click “AMIs” under “Images” [image: ] menu option.
[image: ]

6. Now, click “Owned by me” and choose “Public images.”[image: ]

7. With “Public images” option set, type “ami-4510312f” and hit “Enter.”
[image: ]

8. You will now see the NCBI-Hackathon-20160122-Network-SNPs AMI. With the Network-SNPs AMI select (by default), hit the “Launch” button to launch a new instance of this machine [image: ].
[image: ]

9. For testing purpose, choose the instance type m4.10xlarge. Hit the “Review and Launch” button[image: ].
[image: ]

10. You will be presented with warnings about security and free tier usage. You have to fix the security first. Click “Edit Security groups.” [image: ]
11. For this testing exercise, let’s start by letting only you have access the instance, from your computer. Set the source to “My IP,” give the group a name (for example, ncbi or anything else you’d like) and hit the “Review and Launch” button [image: ] [image: ]
12. In the Step 7 window, hit the “Launch” button [image: ]. Take note that you will be charged a fee for the usage of this instance. Though the fee is minimal, please read and understand Amazon’s pricing rules before you do this. [image: ]
13. Choose “Create a new key pair” in the window, give it a name, and hit the “Download Key Pair” button. Then, hit the “Launch Instances” button.

[image: ] [image: ]

14. If everything has been completed correctly, you will see the following screen, saying that your instance is up and running.
[image: ]

15. Click the “View Instances” [image: ] button in the above screen to go back to the “Instances” menu of the EC2 dashboard, where you will see the following message after a brief delay.
[image: ]


16. Click the “Connect” button in the above screen to get information about how to connect to your instance (this tutorial will also walk you through these steps).

[image: ]

17. In the command line (Mac) go to the directory where you downloaded the private key and chmod 400 that file.

[image: ]

18. Replace the IP address in the below example with the Public IP address for your instance. Now login to the instance using the command “ssh –I “ncbi-network-snps.pem.txt” ubuntu@52.90.111.47.” When prompted, confirm with “yes” to add the key and press enter. Replace the IP address in the above example with the Public IP address for your instance. 

[image: ]






19. A successful login will result in the following screen.
[image: ]

20. Now we are ready to run the pipeline…
Change to “eric/Network_SNPs” directory (command : “cd eric/Network_SNPs”), 

[image: ]

21. MetaNetVar pipeline-related files are in this Network_SNPs directory. This is the directory with contents last pulled from the respective GitHub page. Type “ls” to list files in the directory, and make sure you see the below file.

[image: ]

22. “sample_run.sh” is the sample test file for the pipeline. Run this test by typing the command ./sample_run.sh at the command line and hitting Enter.  If the test is successful, the pipeline will start running and you will see the screen like below.

[image: ]

23. It will take about 30 minutes for this sample run to complete. You can check your EC2 dashboard for status. The m4.10xlarge instance costs only a few dollars per hour, so your sample run should cost about $3 one run, as long as you stop the instance after your run. Please check Amazon conditions for any other potential costs (including storage and other features used). 

24. Once the run is complete, you can stop the instance (screenshot below), so you don’t get charged for computing. You can always start it again later. There might be charges associated with storing the snapshot of your instance (check Amazon for details). If you don’t want to get charged, you could terminate the instance.  Also note, if you store anything in AWS, you will get charged for it– again, check Amazon for details.

[image: ]
[bookmark: _GoBack]25. If the pipeline runs without any errors, your results will be in the “trial/outdir” folder in your home directory, in four folders, each for one component of the pipeline (screenshot below). Refer to the manuscript or the pipeline’s GitHub page (https://github.com/NCBI-Hackathons/Network_SNPs) for more information on the pipeline and individual components.
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The authenticity of host '52.90.111.47 (52.90.111.47)"' can't be established.

RSA key fingerprint is b6:e@:e4:9c:46:e3:c6:7c:10:d5:b7:5e:4f:c5:b4:89.

Are you sure you want to continue connecting (yes/no)? [
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[ nagarajanv L02017283 ~/Downloads ]$ chmod 400 ncbi-network-snps.pem.txt

[ nagarajanv L02017283 ~/Downloads ]$

[ nagarajanv L02017283 ~/Downloads ]$ ssh -i "ncbi-network-snps.pem.txt" ubuntu@52.90.111.47
The authenticity of host '52.90.111.47 (52.90.111.47)' can't be established.

RSA key fingerprint is b6:e@:e4:9c:46:e3:c6:7c:10:d5:b7:5e:4f:c5:b4:89.

Are you sure you want to continue connecting (yes/no)? yes

Warning: Permanently added '52.90.111.47' (RSA) to the list of known hosts.

Welcome to Ubuntu 14.04.3 LTS (GNU/Linux 3.13.0-74-generic x86_64)

* Documentation: https://help.ubuntu.com/
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Usage of /: 97.2% of 68.30GB Swap usage: 0% Users logged in: @
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https://landscape.canonical.com/

Get cloud support with Ubuntu Advantage Cloud Guest:
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packages can be updated.
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~N N

Last login: Wed Jan 20 19:00:26 2016 from 130.14.12.85

discarding /opt/miniconda2/bin from PATH
prepending /opt/biobuilds-2015.11/bin to PATH
ubuntu@ip-172-31-56-141:~%
ubuntu@ip-172-31-56-141:~$ [
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ubuntu@ip-172-31-51-204:~$%$ cd eric/Network_SNPs/
ubuntu@ip-172-31-51-204:~/eric/Network_SNPs$
ubuntu@ip-172-31-51-204:~/eric/Network_SNPs$ [




image31.png
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ubuntu@ip-172-31-51-204:~/eric/Network_SNPs$ ./sample_run.sh
Available input files:
InputFile('plink_assoc','/home/ubuntu/testdata/phs000182.pha002890.txt"'),InputFile('genemania_interaction','/home/ubuntu/grap
hanalytics/genemania/COMBINED.DEFAULT_NETWORKS.BP_COMBINING_MAPPED.txt'),InputFile('location_2_gene_name','/home/ubuntu/Data/
geneMania.network'),InputFile('gene_pvalue_file','/home/ubuntu/TestData_OnlyGeneNames_pvalues-2000.txt'),InputFile('vegas_gen
e_association', '/home/ubuntu/trial/outdir/dummy_vegas_output'),InputFile('tabbed_gene_1list','/home/ubuntu/ffrancis/snp_output
_file_pval.txt')

Available inputs after conversion:
gene_list,gene_pvalue_file,genemania_interaction,hotnet2_gene_index,hotnet_heat_score_json,hotnet_influence_mat, location_2_ge
ne_name,networkx_2_col,plink_4_funseq,plink_assoc,snp_pvalue_file,tabbed_gene_list,vegas_gene_association

Analyzers that can run with inputs after conversion:

Funseq2,Hotnet2,DmGWAS,Networkx

Converting inputs

Converting /home/ubuntu/testdata/phs@000182.pha002890.txt to plink_4_funseq
Command: bash dbvartofunseq.sh /home/ubuntu/testdata/phs000182.pha002890.txt /home/ubuntu/temp/meta-net-var_EkprL/plink_4_fun
seq
Converting /home/ubuntu/testdata/phs000182.pha002890.txt to snp_pvalue_file
Command: scripts/BASH1_SNPAssociationToSNPPvalues.R /home/ubuntu/testdata/phs000182.pha002890.txt 1 2 /home/ubuntu/temp/meta-
net-var_EkprL/snp_pvalue_file
NULL
[1] "This is the format of your SNP Association File"
SNP.ID P.value Chr.ID Chr.Position Submitted.SNP.ID ss2rs rs2genome

1 rs6753288 0.853100 2 128169898 $5122610328 + +

2 rs2069916 0.340900 2 128178414 $5121907566 + +

3 rs1568277 0.621900 2 128190054 $s121757155 + +

4 rs6754999 0.592600 2 128195386 $s122610674 + +

5 rs12994586 0.727900 2 128218363 $5121614165 + +

6 rs7590705 0.001365 2 128225227 $5122786983 + +
Allelel Allele2 pHWE..case. pHWE..control. Call.rate..case.

1 A G 0.1870 0.2064 0.9990728

2 C T 0.4805 0.1822 1.0000000

3 T C 0.7399 0.1960 1.0000000

4 G A 0.9627 0.1115 0.9995364

5 C T 0.1031 0.8797 0.9995364
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Running Networkx

Running Networkx writing to /home/ubuntu/trial/outdir/Networkx

Command: python scripts/network_snps.py ——-input /home/ubuntu/oscarlr/Network_SNPs/Network_SN
e/ubuntu/Data/geneMania.network —--out /home/ubuntu/trial/outdir/Networkx

Number of edges in input graph: 8916782

Number of nodes in input graph: 19743

Number of edges in subgraph: 8783

Number of nodes in subgraph: 501

Finished running analyzers




image35.png
ubuntu@ip-172-31-56-141:~/trial/outdir$ pwd
/home/ubuntu/trial/outdir
ubuntu@ip-172-31-56-141:~/trial/outdir$ 1s

DmGWAS dummy_vegas_output Funseq2 Hotnet2 Networkx
ubuntu@ip-172-31-56-141:~/trial/outdirs$ [
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